OnucaHne GyHKLMOHANbHbBIX XapPaKTePUCTUK NPOorpaMmmHoro obecneueHna Cepsuc
aBTOpM3aLUN.

CepBuC aBTOPU3aLMNN ABAAETCA LLEHTPA/IM30BaHHbIM pelleHnem 414 ynpasBiaeHUs NoAb30BaTeNAMMU,
rpynnamv 1 npaBamu A0CTyna B KOPNopaTMBHOM cpede. HazHauyeHue: ynpoleHme aBTopmnsaumm n
aZAMMHUCTPMpPOBaHUA, obecrneyeHme 6e3onacHoro A4ocTyna K pecypcam, nHTerpauma ¢ Active Directory u
noAAep’KKka COBPEMEHHbIX METOA0B ayTeHTUdMKaumMmM. CucTema Npu3BaHa CHU3UTb 3aTpaThbl Ha
ynpaB/ieHne A0CTYNOM 1 NOBbICUTb yA06CTBO AR KOHEUYHbIX NOAb30BaTeNei M agMUHUCTPATOPOB.

OcHoBHble PYHKLMOHANbHbIE XapaKTEPUCTUKM CepBuUCca:

Cepsuc npegoctasndet Mosb3oBaTeNto ceayolme BO3MOXHOCTH:
AyTeHTMdMKaumS:

e ABTOpM3aLMA NOb30BaTENA:

0 yepes Active Directory,

o yepes b/.

® BbINyCK TOKEHOB:

0 access_token no username/password,

o access_token no refresh_token (refresh cogeput login nonb3osatens).
YnpaBfieHue CyWHOCTAMMU:

¢ Users APl — CRUD nonb3oBaTeneii.

e Groups APl — CRUD rpynn.

e Policies APl — CRUD nonunTuk + 3anpoc noanTuK no access_token.
Pabota c JWT

* [eHepaumA TOKEHOB.

* MepeBbinycK access_token.

* OT3bIB access_token.

AyteHTUdUMKayma no magic-link.

Hactpo#ka npas

NonuTrkK

* [IOANTUKM ONUCLIBAIOT JOCTYN NO/b30BATENA K AAaHHBIM UAN AEACTBUAM.
¢ CBA3bIBAOTCA C MO/Ib30BATENEM UAN FPYNMNON.

e CRUD onepauun goctynHbl yepes Policies API.

Mpynnobl

e CnyxKaT ans ob6begMHeHUA nNosib3oBaTenen.



¢ [1paBa Ha3HaA4alTCA rPynmne, a He KaXAoMy No/1b30BaTeNt0 OTAENbHO.
¢ [lonib30BaTeb HAc/eAyeT NpaBa BCEX IPyMM, B KOTOPbIX COCTOUT.
Monb3osaTtenu

e Kaxkapblh N0/Ib30BaTE/Ib MOXKET UMETb:

0 MHAMBMAYaNbHbIE NPaBa,

O NPUHAANENKHOCTb K OAHOM NN HECKO/IbKMM Fpynnam,

0 Habop NONUTUK.



